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INTRODUCTION

COMPUTER NETWORKSLABORATORY

A computer network isan interconnection of various computers to share software, hardware,
resources and data through a communication medium between them. A Computer Networking is a set
of autonomous computers that permits distributed processing of the information and data and increased
Communication of resources .Any Computer Networking communication need a sender, a receiver and
a communication medium to transfer signal or Data from sender to the receiver. We need sender,
receiver, communication channel, protocols and operating system to establish a computer networking.
A networks model describes the organization of various computersin a network for using resources.

A computer networks communication can be based on centralized, distributed or collaborative
computing. Centralized computing involves many workstations or terminals, connected to one central
mainframe or other powerful computer. Distributed computing interconnects one or more personal
computers and allows various services like Data sharing, hardware sharing resources sharing or
network sharing. The collaborative computing is the combination of centralized and distributed
computing.

1. Centralized computing.
* It is also known as client-server computing.
« In this type of system, multiple computers are joined to one powerful mainframe computer.
* The server or mainframe computer has huge storage and processing capabilities.
» The computers that are connected to the mainframe or server are called Clients or Nodes.

* These nodes are not connected to each other; they are only connected to server.

2. Distributed computing

* If one computer can forcibly start, stop or control another computers are not autonomous. A
system with one control unit and many slaves, or a large computer with remote printers and a
terminal is not called acomputer network; it is called a Distributed System.

« Distributed computing means that the task is divided among multiple computers.

« Distributed computing interconnects one or more personal computers or Workstations.

« In distributed computing, the nodes are capable of processing their own data and rely on
network for services other than data processing.

« It allows various services like network sharing, hardware sharing and file sharing.
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3. Collaborative computing / Hybrid computing

* It is the combination of centralized and distributed computing
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Hybrid computing

In collaborative computing, the nodes are able to serve the basic needs of their users but they
are dependent on some other computers for processing some specific request.

Computer Network Classification:

The local area network communication can be constructed by using server based model or peer
to peer model. In peer to peer networks, the individual clients share data and resources but no one
computer is treated as server. Networks can be classified into local area Networks, metropolitan area
Networks and wide area networks. Local area network is the small network that covers a small area of
Network. Metropolitan area networks are created by combining various local area networks. Wide area
networks are the biggest networks that provide connectivity across the globe. Networks provide the
benefits of exchanging information or Data, sharing resources, reducing system costs, increased
reliability and flexible working environment.
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Computer Network topology:

The physical arrangement of computers in a communication network is called as topology. In
star topology, every system on the network is connected to a central controller called Hub and all the
data is transmitted through this. Star topology is very easy to install and configure. In bus topology, a
single cable acts as a backbone of the communication network and all the nodes or computers are
attached to it by using T connectors.

Uses of Computer Networks:

The computer networks are playing an important role in providing services to large
organizations as well as to the individual common man.

Service Provided by the Network for Companies:

« Many organizations have a large number of computers in operation. These computers may be
within the same building, campus, city or different cities.

» Even though the computers are located in different locations, the organizations want to keep
track of inventories, monitor productivity, do the ordering and billing etc.

» The computer networks are useful to the organizations in the following ways:
1. Resource sharing.
2. For providing high reliability.
3. To save money.

4. 1t can provide a powerful communication medium.
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1. Resource sharing

« It allows all programs, equipments and data available to anyone on the network irrespective of
the physical location of the resource and the user.
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Resource sharing

2. High reliability dueto alter native sour ces of data:

« It provides high reliability by having alternative sources of data. For e.g. all files could be
replicated on more than one machines, so if one of them is unavailable due to hardware failure
or any other reason, the other copies can be used.

* The aspect of high reliability is very important for military, banking, air traffic control, nuclear
reactor safety and many other applications where continuous operations is a must even if there
are hardware or software failures.

3. Money saving:

VVIT

» Computer networking is an important financial aspect for organizations because it saves
money.

 Organizations can use separate personal computer one per user instead of using mainframe
computer which are expensive.

» The organizations can use the workgroup model (peer to peer) in which all the PCs are
networked together and each one can have the access to the other for communicating or sharing
purpose.

» The organization, if it wants security for its operation it can go in for the domain model in
which there is a server and clients. All the clients can communicate and access data through the
server.
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CLIENT - SERVER BLOCK MODEL:

Chent
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Request
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Client: Theindividua workstations in the network are called as clients.

Server: The central computer which is more powerful than the clients and which alows the

clients to access its software and database is called as the server.

« Server computers typically are more powerful than client computers or are optimized to

function as servers.

» The whole arrangement is called as client -server model.
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EX.NO:1

DATE:

IMPLEMENTATION OF ERROR DETECTION / ERROR CORRECTION TECHNIQUES

AlM:

Write aprogram for error detection and error correction techniques by Hamming Method using

C language.

APPARATUS REQUIERD:

C -editor
Standal one desktop.

PROCEDURE:

Start the program.

Open C-editor.

Type the C program.

Save the program with file name ext .c

Run the program.

If any error occurs in the program correct the error and run it again.
Enter the data of 4 bit size message bit.

Check the entered data.

© 0o N o o bk~ W DN

Stop the program.
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PROGRAM FORHAMMING METHOD :

VVIT

#i ncl ude<st di 0. h>

#i ncl ude<coni o. h>

Void main() {

int data[7],rec[7],i,cl,c2,c3,c;

printf ("this works for nessage of 4bits in size \n enter

nessage
scanf ('

bit one by one: ");
‘% % % %", & data[ 0], &Jat a[ 1], &dat a[ 2], &dat a[ 4] ) ;

dat a[ 6] =dat a[ 0] ~dat a[ 2] “dat a[ 4] ;
dat a[ 5] =dat a[ 0] dat a[ 1] *dat a[ 4] ;
dat a[ 3] =dat a[ 0] ~dat a[ 1] “dat a[ 2] ;

printf(’

‘\n the encoded bits are given below \n");

for (i=0;i<7;i++) {

printf(’

}
printf(’

'o%¢d ",data[i]);

‘\'n enter the received data bits one by one: ");

for (i=0;i<7;i++) {
scanf ("%", & rec[i]);

}

cl=rec[ 6] *rec[4] *rec[2]*rec[O0];
c2=rec[ 5] *rec[ 4] *rec[ 1] *rec[O0];
c3=rec[ 3] *rec[ 2] *rec[ 1] *rec[O];
c=c3*4+c2*2+cl

i f(c==0) {

printf ("\n congratulations there is no error: ");
} else {

printf("\n error on the position: %l\n the correct

nmessage is \n",c);
i f(rec[7-c]==0)

rec[7-c] =1; else
rec[ 7- c] =0;

for (i=0;i<7;i++) {

getch();

printf("o%d ", rec[i]);
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MODEL OUTPUT:

B bosBox 0.74. Cpu speed: max 100% cycles. Frameskip 0. Program: TC || =
his works for message of 4bits in =ize
enter meszage bit one by ome: 0

enter the received data bits one by one: ©

1
g
1
1
g
1

ongratulations there i= no error: _

RESULT:

Thus the Error detection and correction methods were executed and verified successfully

by using c - editor.
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EX.NO:2

DATE:

IMPLEMENTATION OF STOP AND WAIT PROTOCOL

To implement a Stop & Wait protocol by parallel port & LAN port interface using LAN-T
software to Provide reliable data transfer between two nodes over an unreliable networks.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software
* 2 Computers with Windows XP and Ethernet port available on them
¢ RJ45 to RJ-45 LAN connecting cables.

PROCEDURE:

1. Click on the Stop & Wait icon from the desktop on both PCs.
2. Click the Configuration button in the window in both the Pc’s.

PC 1 SENDER PC 2 RECEIVER

Configuration View

Configuration View

hods |d ] 0 LJ Nusratinn 1 100 3 Node 13 JE j’ Duaticn 0o *
Frtonal  [PSMAND v |Packe lengh (1000 botes ||| Pt [CSMA/CD v |Packel Lyt [-000 bytes
Baud Rate (8K ~|  Inter Packet Jeay (400 e Baud Ratc lg"\ | lnilen Packet Deley (400 e

Base Adlizs: Z Hu Jf Packels 4 Baco Addross I e Noof Paceots [i

Noofhodss [¢ Mgsdoes [0 NoofNodss |1 Myhddese b
FxMode  [NON 2RINMISCOUS MODE -] Ruveds  [hOk_PROMISCOJS MODE ~l
171 Made ]m NCKING "RaNSM T vl 1/0 Mede ]BLD:KNG TRAMSMIT _:1
pn Mods |MMEDIATE TOKEN 3E_EnSE =l ;gtf:w wode MMEDIATE TOKEN RELEASE -l
Cirscticn m Direction m

Bool Fike hame [ \Lanliar NBir hLariv] 3. & Boot Fie hame | C:\LantrainBir\Lantvl 3.2xe =]

[ ok | Zancel | | ok | Canzel

3. Click OK button and Download the driver to the NIU using the BOOT button Command.
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4. Run the experiment by clicking run button or by choosing RUN start from each application.
5. Set the Timeout Value to 1500 ms.
PC1 SENDER PC2 RECEIVER

=L StopWail - Sender

@l bS] e n e
AckSent far PkiMa = 16
‘ f :llndcﬂl"SMJ'fﬂ Receiver Statistics

Wlackd T Packets |34 Fix Packets

T Byees 54108 Frai Eos lﬂi | T Biptes ,EB Frasme Enoit rﬂ

" d
T Abested 1 o J Tahboted |0 e Bytes 50100
Tu Dl Length {0 3 TuLengh O

Cobions [1 PxOLegh 0 Ay Comio [0 PeQLensh 0
CRCEmas 0 Mizped Pl Paschosts [0 FF‘ CAC Ences [0 Mizzed Flx Packets [0
Save | Fieeze | Rehesn | o | pck: Seve |  Fieeze | Reen | ok |

6. Note down the no of successfully Transmitted Packets.
7. Repeat the above steps for various time out values and plot the graph between timeout
Vaue & Throughput. Find the optimum timeout value from the plot.

Calculation of Throughput (X):

(Successfully Tx packets count * Packet Length * 8
K o e -
(Duration of Experiment * Datarate)
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MODEL GRAPH :

Time out Vs Throughput

0.8
3 04 /
L
E" = % - Throughput
£ 02
ﬂ ;‘- T L T 1
0 1000 2000 3000 4000 5000
Time Qut

MODEL TABULATION:

Timeout valuein ms | Successfully Tx packets X - Throughput

RESULT:
Thus the Stop & Wait protocol using parallel port & LAN port interface was implemented and

the parameters measured by using LAN-T simulation software.
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EX.NO:3

DATE:

IMPLEMENTATION OF SLIDING WINDOW GO BACK N

To implement a Sliding Window Go Back N & LAN port interface to Provide reliable data

transfer between two nodes over an unreliable network using LAN-T software.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software
* 2 Computers with Windows XP and Ethernet port available on them

* RJ-45 to RJ-45 LAN connecting cables

PROCEDURE:

1. Click on the Sliding Window GBN icon from the desktop on both PCs.
2. Click the Configuration button in the window in both the Pc’s.
PC 1 SENDER PC 2 RECEIVER

Configuration View @ Configuration View

Node Id Iﬁ Duration W 3 Hode |d m Duration ]F §
Fratocal ]W:’Packel Length W bytes Pratocol W Packet Length W btz
Baud R ate 8K LJ Inter Packet Delay IF e Baud Rate Bk, | Inter Packet Dielay i‘mu— s
Base Addisss ] ' No of Packets ]4 Baze Address i' Wzl Mo of Packets 4
Mo of Nodes I4— Myaddress {D— Mo of Nodes {4— MyAddiess iﬂ—

=

ReMode  [NON_PROMISCOLS MODE RxMode  [MON_PROMISCOUS MODE |
140 Mode  {BLOCKING TRANSMIT ~] I/0Mode  |BLOCKING TRANSMIT |
Token Taken

Fiotoase Mode | MMEDIATE TOKEN RELEASE - Bl Mode IIMMEDIATE TOKEN RELEASE |
Direction Sender vI Direction 1F|eu:ei\-'er -

Bioot File Name | C:A antraintBin\Lantv13.exe J Baot File Mame |\ antrain'BintLant1 3 exe _]

ok, | Cancel I 0K | Cancel ‘
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. Click OK button and Download the driver to the NIU using the BOOT button command.
Booting from any one of the applications is enough.
4. Run the experiment by clicking button or by choosing RUN _ start from each application.
5. Set the Timeout Value to 1500 ms.
PC 1 SENDER PC 2 RECEIVER

iyl o b i & | ==
| z(@] G 1 (®] =] 2 =@ iG] 2 [®] =] 2
[Ack Sent for Pkt No 0 ~/||Segqno Sent 3 A
S \ode 0 CSMAICD S Node 0 CSMA/CD - Sender Statistics
Ack ; Seqf :
Ack || Seq
| Ack || TxPackets B3 Fu Packets 159 Seq T Packe:s IES Rx Packets IES
Ack Se
Agk TuBytes  |%28 ErATEE s i]]— = Seg Tx Bytes |BS‘I i Frame Errors ID
ACk Twhbored |0 Seq| T1xAborted |U
lAck Rx Bytes 3591 £ Seq R Bytes 828
Ack || T#0 Length |0 Seq| T#OLlength ||J
ig: Callisiarns JD—— i L 1D g:: Collisions IU— Sk i ]1
?:: CRCEmos [0 MissedRPackelsf0 geq CRCZmos [0 MissedRuPacketsll
[Ac eq
ig: Save ‘ Freeze J Refresh ‘ oK ] g:g Savz | Freeze ‘ Refresh | oK |
|Ack S——— Seqhoeres
|Ack Sent for Pkt No 1 Seqno Sent 0
[Ack Sent for Pkt No 2 Successfully Transmitted - 67
tAck Sent for Pkt No 3 ¥/||Retransmitted Count- 0 -
i M
Ready [Nane 4 |ready None

6. Note down the no. of successfully Transmitted Packets.
7. Repeat the above steps for various time out values and plot the graph between timeout

Vaue & throughput and find the optimum time out value from the plot.
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Calculation of Throughput (X):

(Successfully Tx packets count * Packet Length * 8)

(Duration of Experiment * Datarate)

MODEL GRAPH:

Time out Vs Throughput

0.8

0.6 //'F
0.4

/ =X - Throughput
0.2 /
n 1 T T T 1

0 1000 2000 3000 4000 5000

Time Out

Throughput

MODEL TABULATION:

Time out Successfully Practical
valuein ms Tx packets Throughput
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RESULT:

Thus the Sliding Window Go Back N & LAN port interface was implemented and the

parameters measured by using LAN-T simulation software.
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EX.NO:4
DATE:
IMPLEMENTATION AND STUDY OF SLIDING WINDOW
SELECTIVE REPEAT PROTOCOL.
AlM:

To study and implement the sliding window selective repeat protocol to Provide areliable data
transfer between two nodes over an unreliable network using LAN-T Software.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software
« 2 Computers with Windows XP and Ethernet port available on them
¢ RJ-45 to RJ-45 LAN connecting cables

PROCEDURE:

1. Click on the Selective Repeat icon from the desktop on both PCs.
2. Click the Configuration button in the window in both the Pc’s

PC SENDER 1 PC SENDER 2

Ack Sent {or Expected Pkt No 0 A
T

X
:EE Tw Packets 157 Fix Fackets &7
1

£
-
=%
(=]
3
%)
2
0
I
EN
[2

Tx Packets I1El Fi Packets
Tubytes 19036 Frame Enors 2”:: Tubytes  [B04
Ci

T
T

Tadboted [0 — C— Ack || Tedboted [0
C—
T—

Frarre Erors

Ack R Butes 67134
T O Length |ﬂ Tx 0 Lenath |G

Win = R O Length I—
\Win Collisions ||] & ﬁzt Calisions 117 R« C Length a
m:: il |ﬂ Missed Fix Packets|0 t‘;‘é CRC Enors IDi Misszd Rx PacketsiU

Save | Freeze I

Hefresh] | Ok ] Sg Save ] Freeze | Fleflesh‘ oK |

Inkow=c—rrrmmy EPETOTIT Ack memrrorrrpreeerreervoee
Winlow=0 Winhigh=3 ReTxSeqMum =1 LAST Ack Sent=6 for Unexpected Pkt No=6
Winlow=0 Winhigh=3 ReTxSeqMum=2 Ack Sent for Expected Pkt No 7
Link Failure. Failed after MAX RETRIES v Ack Sent lor Expected Pkt No 0 v
|Ready MNore 4 Ready Hone
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SETTING THE CONFIGURATION MENU:

PC1 PC 2
Node D 0 Node ID 0
Protocol CSMA/CD Protocol CSMA/CD
Baud Rate 8Kbps (At both the Baud Rate 8Kbps (At both the config
configure menu and NEU) menu and NEU)
Duration 100s Duration 100s
Packet Length 100 bytes Packet Length 100 bytes
Bit Delay O(at NEU) Bit Delay O(at NEU)
Direction Sender Direction Receiver
No of packets 4 No of packets 4
IPD 400 IPD 0

3. Click OK button and Download the driver to the NIU using the BOOT button command.
Booting from any one of the applications is enough.

4. Run the experiment by clicking run button or by choosing RUN start from each application.

5. Set the Timeout Value to 1000 ms.

6. Note down the no. of successfully Transmitted Packets.

7. Repeat the above steps for various time out values and plot a graph between timeout Value

& Throughput and find the optimum timeout value from the plot.

Calculation of Practical Throughput:

(Successfully Tx packets count * Packet Length * 8)

(Duration of Experiment * Datarate)
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MODEL GRAPH :

Time out Vs Throughput

0.8

06 =
5 /
=3
=
3 04 - X-Throughput |
£

0.2

G T T ] T ]
0 1000 2000 3000 4000 5000
Time out
MODEL TABULATION:
Time out Successfully Practical
valuein ms Tx packets Throughput

RESULT:

Thus the sliding window selective repeat protocol for data transfer between two nodes over an
unreliable network through parallel port & LAN port interface was implemented and studied by using

LAN-T simulation software.
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EX.NO:5

DATE:

STUDY OF SOCKET PROGRAMMING AND CLIENT - SERVER MODEL

AlM:

To write a program and study of socket programming and client — server based model by using

JDK tool kit software.

APPARATUS REQUIERD:

Personal computer
JDK Tool kit 5.0

PROCEDURE:

Server:

Create a server socket and bind it to port.

Listen for new connection and when a connection arrives, accept it.
Send server“s date and time to the client.

Read client™s IP address sent by the client.

Display the client details.

Repeat steps 2-5 until the server is terminated.

Close all streams.

Close the server socket.

Stop.

Client:
Create a client socket and connect it to the server s port number.

Retrieve its own IP address using built-in function.
Send its address to the server.

Display the date & time sent by the server.

Close the input and output streams.

Close the client socket.

Stop.
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PROGRAM FOR CLIENT - SERVER MODEL:

VVIT

IISERVER
I nport java.net.?*;

I nport java.io.*;

I mport java.util.*;

class tcp date server

{

Public static void main (String arg [])

{

Server Socket ss = null

Socket cs;

Print Stream ps;
Buf f ered Reader dis;

String inet;

try

{

ss = new Server Socket (4444);

System Qut. Print In ("Press CGrl+Cto quit");

VWi le (true)

{

cs = ss.accept();

ps = new Print Stream (cs. get Qutput Stream());
Date d = new Date () ;

ps. println(d);

dis = new Buffered Reader(new I nput Stream Reader

(cs .get Input Stream()));

i net

= dis.read Line();:

Systemout.println ("Cient System | P address is :"+ inet);

ps.close ();

dis.close ();

}
}

catch (10O Exception e)

{Systemout .println ("The exception is:" + e);
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VVIT

}
}

}
/l CLIENT

I nport java.net.?*;
I nport java.io.*;
cl ass tcpdateclient
{
public static void main (String args[])
{Socket soc; Buffered Reader dis;
String sdate; Print Stream ps;
try { Inet Address is = Inet Address. get Local Host();
if (args.length == 0)
soc = new Socket (I net Addr ess. get Local Host (), 4444) ;
el se soc = new Socket (Inet Address.
Get By Nane (args[O0]), 4444);
dis = new Buffered Reader
(new I nput Stream Reader(soc. Get Input Stream()));
Sdate=dis. read Line ();
Systemout.println ("The date/tinme on server is : " +sdate);
ps = new Print Stream(soc. get Qutput Stream());
ps.println (is);
ps. close();
catch (10O Exception e)
{
Systemout.println ("THE EXCEPTION is :" + e);
}
}
}
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OUTPUT:
IISERVER
C:\ Docunents and Settings\ADM N>cd C:\Java\j dkl.6.0_02\bin
C.\Java\j dkl. 6. 0_02\ bi n>j avac tcpdateserver.java
C:\Java\jdkl. 6.0 02\ bi n>java tcp date server
Press Ctrl+C to quit
Client System I P address is: SYSTEM 35/192.168.1.45
/ | CLI ENT
C.\ Docunents and Settings\ADM N>cd C:\Java\j dkl.6.0_02\bin
C.\Java\j dkl. 6.0 _02\bi n>javac tcpdateclient.java
C:\Java\j dkl. 6. 0_02\bi n>j ava tcpdateclient
The date/tinme on server is: Thu Mar 12 10:54:41 | ST 2015
C.\Java\j dk1. 6. 0_02\ bi n>

RESULT:

Thus the socket programming and client — server based model was studied and verified by using
JDK tool kit software.
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EX.NO:6

DATE:

WRITE A SOCKET PROGRAM FOR ECHO COMMANDS

To write ajava program for echo commands using socket programming

APPARATUS REQUIERD:

JDK TOOLKIT 5.0
Standal one desktop.

Echo server:

w

o a &

Start the program.
Import java.net and other necessary packages.

Create objects for Data Input Stream, Socket and Print Writer to receive client message and

send it back.

Store the message in a string and print the message using print () method.
Send the same received message to the client using Print Writer and Socket.
When the received character is “.”, then stop sending the data back.

Stop the program.

Echo Client:

VVIT

© 0o N o Uk W DN

Start the program.

Import java.net and other necessary packages.

Create objects for Server Socket and Socket to send the message.

Create objects for Print Stream to write message from client to server.

Get the user input and store it in a string.

Print the string in the Socket using Print Stream to be received by the server.
Using the Print () method, receive the client echo message and print it.

If the user input is “.”, then stop sending the data.

Stop the program.
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PROGRAM FOR ECHO CLIENT

Echo Serve:

VVIT

I nport java.io.*;

i mport java. net.?*;

cl ass echoserver

{

public static void main(String args[])
{

try

{

Socket s=nul |

Server Socket ss=new Server Socket (8000) ;

s=ss. accept ();

System out. println(s);

Buf f er edReader br=new Buff er edReader ( new

| nput St r eanReader (s. getl nput Strean()));
PrintWiter print=new PrintWiter(s.getQutputStream)));
int i=1;

whi | e(i >0)

{

String str=br.readLine();

if(str.equals("."))

br eak;

Systemout.println("nmsg received by client:"+str);
print.println(str);

print.flush();

1}
cat ch(1 OException e)

{
Systemout.println("\n error:"+e);
}
}
}
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PROGRAM FOR ECHO CLIENT:

VVIT

I nport java.io.*;

I nport java.net.?*;

cl ass echocl i ent

{

public static void main(String af[])

{

try

{

Socket s=new Socket ("Local Host", 8000) ;

Dat al nput St ream i n=new Dat al nput St rean( System i n);

Buf f er edReader br 1=new Buf f er edReader ( new
| nput St r eanReader (Systemin));

Buf f er edReader br 2=new Buf f er edReader ( new
| nput St r eanReader (s. getl nput Strean()));

PrintWiter print=new PrintWiter(s.getQutputStream)));
Systemout.println("\n nsg to be echo:");

String str=brl.readLine();

print.println(str);

print.flush();

System out. println(br2.readLine());

}
cat ch( UnknownHost Excepti on e)

{}
cat ch(1 OException e)

{

Systemout.println("\n error:"+e);

133
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OUTPUT:
Echo client:
C.\ Docunents and Settings\Wit staff>cd\

C.\>cd D:\ Sasi\Java
D:\ Sasi\Java> set path=c:\programfiles\java\jdkl.6.0 02\bin
D: \ Sasi \ Java>j avac echoclient.java

D: \ Sasi \ Java>j ava echo cli ent

Msg to be echo:
GOD | S GREAT
GOD | S GREAT
D: \ Sasi \ Java>

ECHOSERVER:
C.\ Docunents and Settings\Wit staff>cd\

C.\>cd D:\ Sasi\Java

D:\ Sasi \ Java> set path=c: \b programfiles\java\jdkl. 6.0 _02\bin
D: \ Sasi \ Java>j avac echoserver.java

D: \ Sasi \ Java>j ava echo server

Socket [addr=/127.0.0.1, port=1623,1ocal port=8000]
neg received by client: GOD I S GREAT
D: \ Sasi \ Java>

RESULT:

Thus the java Socket Program for Echo Commands is executed and output is verified successfully.
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EX.NO:7

DATE:

WRITE A SOCKET PROGRAM FOR PING COMMANDS.

To write ajava program for Ping commands of socket programming.

APPARATUS REQUIERD:

JDK TOOLKIT 5.0
Standal one desktop.
PROCEDURE:

PING Server:

Start the program.

Import java.net and other necessary packages.

Initialize the ping server with both sockets as null value.
Start the server socket.

At the client give the IP address of the server.

The client program is then started by starting socket.

N o g b~ w DN PP

At thereceiver end, the client is pinged.
8. Stop the program.
PING Client:

Start the program.

Import java.net and other necessary packages.

Initialize the ping client with both sockets as null value.
Start the socket.

Get the IP address of the server.

Ping the server.

At thereceiver end, the server is pinged.

© N o g bk~ w NP

Stop the program.
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PROGRAM FOR PING SERVER:
i mport java.io.*;
I nport java. net.?*;
public class pingserver

{

public static void main(String al[])
{

String linel, line2;

int i;

Server Socket es;
Dat al nput St ream di ;
Print Stream ps;
Socket csoc;
es=nul | ;

csoc=nul | ;

try

{

es=new Ser ver Socket (9999);

}
cat ch( Exception e)

{

Systemout. println(e);

}

Systemout. println("ping server");

try

{

csoc=es. accept ();

di =new Dat al nput St reanm(csoc. get | nput Stream()) ;
ps=new Print Stream csoc. get Qut put Stream());
for(i=0;i<4;i++)

{

| i nel=di . readLi ne();
Systemout.println("pinged by client");
ps.println(linel+"reply from host: bytes=3<ti ne<lns TT<=128");
}

di . cl ose();

ps. cl ose(); }

cat ch( Exception e)

{

Systemout. println(e);

Pl
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PROGRAM FOR PING CLIENT:

I nport java.io.*;
I nport java.net.?*;
public class pingclient

{

public static void main(String args[])
{

Print Witer out=null

int i,j,k;

Buf f er edReader net wor kl n=nul |

try

{

Systemout.println("enter the IP address:");
Dat al nput Stream i n = new Dat al nput St rean{ System i n);

String ip = in.readLine();

Socket thesocket = new Socket (ip, 9999);

net wor kI n = new Buf f er edReader ( new

I nput St r eanReader (Systemin));

out = new PrintWiter(thesocket.getQutputStream));
Systemout.println("\npinging" + ip + "with 32 bytes of

data\n");

for (i =0; I < 4; i++)
{

out.println(ip);
out.flush();

String inp = networkln.readLi ne();
if (inp !'= null)

{

for (j = 0; j < 10000; j++)

{
for (k

0; k < 50000; k++)

Systemout.println("reply fronm + inp);

—h
(@]
=

—~

1

0: i < 4; i+4+)

—h
(@]
=

—~

—

1

0; j < 10000; j++)

—
@)
=

—~
=

I

0; k < 50000; k++)

Systemout.println("\nrequest tinme out");
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}
catch (I OException e)

{

for (i =0; i < 4; i++)
{

for (j
{

for (k
{

}

}
Systemout. println("\nrequest tinmed out");
}

}

try

0; j < 1000; j++)

0; k < 5000; k++)

i f(networkln!=null)

net wor kIl n. cl ose();

i f(out!=null)

out.cl ose();

}

cat ch( Exception e){
Systemout.println("\nrequested tine out");

}
}
}
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OUT PUT:

PING d i ent
C.\ Docunents and Settings\Wit staff>cd\
C.\>cd D:\ Sasi\Java
D:\ Sasi\ Java> set path=c:\programfiles\java\jdkl.6.0 02\bin
D: \ Sasi \ Java>j avac pingclient.java
D: \ Sasi \ Java>j ava ping client

enter the I P address:

192.168. 1. 10

pi ngi ngl192. 168. 1. 10with 32 bytes of data

5

reply fronb

8

reply fronB

9

reply fronB

4

reply fromd

D: \ Sasi \ Java>

Pl NG Server
C.\ Docunents and Settings\Wit staff>cd\
C.\>cd D:\ Sasi\Java
D:\ Sasi \ Java> set path=c:\programfiles\java\jdkl. 6.0 _02\bin
D: \ Sasi \ Java>j avac pingserver.java
D: \ Sasi \ Java>j ava pi ng server

pi ng server

pi nged by client
pi nged by client
pi nged by client
pi nged by client
D: \ Sasi \ Java>

RESULT:

Thus the java Socket Program for ping Commands is executed and output is verified successfully.
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EX.NO:8

DATE:

WRITE A SOCKET PROGRAM FOR TALK COMMANDS.

To write aprogram for talk commands using socket programming to send and receive message
from client and server using connection oriented service.

APPARATUS REQUIERD:

JDK TOOLKIT 5.0
Standal one desktop

PROCEDURE:
Server:

Start the program.

Create server and client sockets.

Use input streams to get the message from user.

Use output stream to send message to the client.

Wait for client to display this message and write a new one to be displayed by the server.
Display message given at client using input streams read from socket.

If in the message given by server or client, the word “end” is encountered, exit both the
programs.

Stop the program.

No ook~ owdNE

®©

Client:

Start the program.

Create a client socket that connects to the required host and port.
Using input streams read message given by server and print it.

Using input streams, get message from user to be given to the server.
Use output streams to write message to the server.

Stop the program

o0k~ wbdPE
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VVIT

PROGRAM FOR TALK SERVER:

i mport java.io.*;
i mport java. net.?*;
Public class tal k server

{

Public static void main (String args []) throws Exception
{

Server Socket ecsvr=null

String linel, |line 2

Data | nput Streamdis =null;

Print Stream pts=null

Socket cls ckt=null;

Buf f ered Reader inl=null

Server =new Server Socket (9999);

System out. Println ("TALK SERVER');

System Qut. oprintln ("---------------------- ")

cl sckt= ecsvr. accept ();

dis =new Data Input Stream (cls ckt. Get Input Stream());
pts =new Print Strean(cls ckt. get Qutput Stream));
System Qut. Println ("Node successfully connected..");
VWhile (true)

{

linel=dis. readLine ();

System Qut .println("Mssage Received");

System out. println("The Message ="+l inel);

i n1=new Buffered Reader (new Input Stream Reader (System 1in));
| i ne2=i nl. readLi ne ();

i f(line2. equal s("end"))

{

br eak;

}

pts. println (line2);

pts. Flush ();

System .out. println ("Message sent successfully");

}

dis. close();

pts. close();

}

}
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PROGRAM FOR TALK CLIENT:

VVIT

i mport java.io.*;
i mport java. net.?*;
public class talk client

{

public static void main(String args[])
{

Print Witer out=null;

String |inel;

Buf f ered Reader networkl n=nul | ;

try{

Socket the Socket=new Socket (" Local Host", 9999) ;

net

wor kIl n=new Buf f ered Reader (new | nput Stream Reader(the

Socket. Get Input Stream ()));

Buf

fered Reader userl n=new Buffered Reader (new Input Stream

Reader (System.in));

out

=new Print Witer(the Socket .get Qutput Stream());

System .out. Println ("TALK CLI ENT");
System out .println("-------------------- ")

whi

le(true){

Systemout.println ("send nessage to server: ");

String the Line=userln. Read Line ();
i f(the Line. equal s("end"))

br eak;

out. Println (the Line);

out

.flash();

System Qut. Println ("nmessage sent successfully");
System Qut. Println (" ");

System out .println("nessage received fromtal k server:
"+networ kl n. ReadLine ());

}
Cat

{

}
ch (10 Exception (e)

Systemerr. println (e);

}
{

try

I f(networkl n!=null)

net

work In. close ();

i f(out!=null)

Qut
}

. Cose ();
catch (Exception e){

Systemerr. println (e);

}

}
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OUTPUT:

TALK server
C.\ Docunents and Settings\Wit staff>cd\
C.\>cd D:\ Sasi\Java
D:\ Sasi\Java> set path=c:\programfiles\java\jdkl.6.0 02\bin
D: \ Sasi \ Java>j avac tal kerver.java
D: \ Sasi \ Java>j ava tal k server

TALK SERVER

Node successful ly connect ed.
Message Recei ved

The Message =HAI

H ..

Message sent successfully
Message Recei ved

The Message =HOW ARE YQU
| AM FI NE

Message sent successfully
Message Recei ved

The Message =K BYE

end

D: \ Sasi \ Java>

TALK O i ent
C.\ Docunents and Settings\Wit staff>cd\
C.\>cd D:\ Sasi\Java
D:\ Sasi\Java> set path=c:\programfiles\java\jdkl.6.0 02\bin
D: \ Sasi\ Java>j avac tal kclient.]ava
D: \ Sasi\ Java>j ava tal k client
TALK CLI ENT

send nessage to server: HAI

nmessage sent successfully

message received fromtal k server: H.
send nmessage to server: HOW ARE YQU
message sent success ful

message received fromtalk server: | AM FINE
send nessage to server: K BYE

nmessage sent successfully

send nmessage to server

end

D: \ Sasi \ Java>
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RESULT:

Thus the java Socket Program for Talk Commands is executed and output is verified

successfully.
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EX.NO:9

DATE:

IMPLEMENTATION OF DISTANCE VECTOR ROUTING ALGORITHM

AlM:

To simulate the distance vector routing protocol to maintain routing tables as the traffic and
topology of the network changes using LAN-T software.
APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software.
* 2 Computers with Windows XP and Ethernet port available on them.
e RJ45 to RJ-45 LAN connecting cables

PROCEDURE:

1. Double click on LAN-T Routing Simulator icon from the desktop.

2. Click load button and browse open C:\L antrain\Config\ linear .txt.

Open @

Loak jrc | (| Cerfig - & B E

[E) ey

r;] resh, bk

File name: ~ [linear tst Open

Files of type: ‘Te:-:t Files [* kat] _:] Cancel
| Open az read-only
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3. Click configure button and select Distance vector agorithm.

Routing Simulator

select Simulation Algaritam

—Alogrithms
i+ Distance Yector

™ Link State

Canczl |

4. Theicon in the screen represents the nodes and the green colour line represents the path

and the values inside the braces represents the ‘Forward and Reverse’ weights.

SRLMT Huiiibey Fretsosl Simulaiar - T aee reshDaalialinear. kol

@ [16.6] @ [7.7] @ [4.14) @ [15.6 @

L3 ¥
e e Rl

' F owames Eapd - ¥ I i Ak (e b -
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5. Click on the node icon to obtain the message window.

LAY My lieg Prasscsl Llmalaliii - O 0Lesii bahCestigillima Sei

oanl oo ] PP (VSR (] powmned (Y [ 0

n Steg =1 .
|16.5] [T, n
,.-.';" e
Faning T ot fod Hipaie1] - Fionding Tabiesfoa e | .
Testronbiody | Dizree | HestHam Desgiontiosdy | Detwrce | Hestbn
] - ] i D
i 5 Piada 1 e i
7 q P ke T Mol 2
1 fla riw 1 Mo miw
Bl q Pkt 1 o ke
| » | ¥
porpves 0 > | . =
Faxding T bl fioeke 1 . ] Tabke b Mokt - i) Tabhe b s 2 A
T e e Dipslivain Hode | Cislwcs | Msd Hop Destinabn Modke | Cialaec - | Msd Hop
HielH 1 Hisimade Nidkl} 9 Hisimase
i : iy Huea i Horeus Hexid 7 i 1
18 [t Hode? 1 Hosprad Hode? ] .
i 0 5 ez £ Hrcl 3 Hechs i fica 1
18 Phackn 4. Hided ] ik 1 Hinimase
I - | » I "l"

¥ start

6. The above picture shows the nodes and its routing table.
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7. Observe the routing table showing no route to some of the destinations even though thereis a
physical connection. This is because the routing table of the corresponding nodes are not been

updated since there is no hopping. To update the routing table click button.

] v - e T
= LAM T Hoiwilbes P retscal Simulalor - O sl rafaslasl gl ngar . ba

File Vs Swddsie bl

1 e [ROEE oL
pean [enrr [E] FERRI (RART] [HGE) weeel TR S| @
-
n Skeg = 3
RagrgTebleioiHodel - & Fecting Tsbiefod Hide 1 -
s i C: i bl
1 5 n P T
ot 5 i ) 3 5
pose2 ] Fide 1 3 7 P
i 1 gt i i
e ] P e e 1 Fda wmke
|- L . T L
estinm Toie e | [— L e
Ficntirng T b Fooe Hioedar 1 s Finuiie] Tl bor Fhode i - Finaiern] Tatbbs b Poeds 2 A
skt M| st | Hosk gt Dl Moo | Dbt | Pl Hiops [ estiabin Mode | Ditlts - | Pl Hop
1 — P
Wil Hidled) A Himase H oaled} 12 Hoede 1
1 1.!| rrz;? H el 1 Hzioule H el 7 Hode 1
14 hlada & Hike? m Hide 3 Hike? f :
; 0 : Heced & Hock 3 Hoekd i H o
ig Pl 4 Heded n ! Heded m Hode 1
i - it I d

.l'.lI ':I!.arr
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8. Hopping is done by clicking run button.

SHLRM_T Roul mp P rebacad Simulainr - T aser e sDani iUl near  bad
Fle Vs Sardare 0
kean] (e ] PR (SRR st (TR i

n Step =4

| FadngTeblei Hodeld [T FedrgTebeiucel 0 A
i&-wwmhloch | Dizece | HestHo Cestnmmnhial | Datorce | Hesthin
................................. ettt Bl sl
it ] - 1 Hide B
Fisdni 15 phuta 1 i a
Finde? = Thide 1 = v R
Finda] % Pl 1 1 Hhda 5
Fixied i P 1 idsd T fiods 7
e |...._...___ —
T e —
| Fiatrg Takie s Hoos 1 - Fdien] Tabbs bor o | - Fdien] Tabbs bor Phoeds & -
;E;.‘.:HTE..._ | HetHem Destnalon Hoge | Diance | Mad Hip et Hoge | Ditlance - | M Hop
iardoll 3 Nkl E Wik 3 Hodel) 2 Hoded
- = hesnd] Horkd = Hock 3 o 7 Hecin 1
i 11 Hads & Hide? . Hock3 Hides ] -
e b Hoek s i Heek 3 Heeks 4 ok 3
Paded 16 Pl 4. Hoved ] Hided .1 Hoded
= - -
e o & v

9. Now, after several hopping the routing table gets updated. The number of hopping
increases as the number of nodes increases.

10. Click the green color line lying between N3 and N4.

&

Routing Simulator

Fuwud Wiat
Edge Between Mode 3 --ceeemeeeneees s> Node 4

- Edge Details

Funaaid wWeighl . |.|
Reverse Weight - I-'l

| Ok, I Cancel |

VVIT DEPARTMENT OF ELECTRONICS AND COMMUNICATION ENGINEERING



EC6611 COMPUTER NETWORKSLAB

11. Enter the forward and reverse weight as *-1" in order to disconnect N4 from the other nodes.

SHLAM_T Ruui s Pretacel Simulalor - Ol et rdasDendigiingar, b

]
ean 3 (oo [E] PERRART (5006 (o] Dot P00 S| ¥

n Skeg ~ d

@ (V6.6 @ [7.7] @ [4.14] @

'1..‘3"
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VVIT

12. Now observe the routing table.
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13. Now, observe the no changes in the routing table, as they are not Updated Click button to

update the routing table.

=1 - i -
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14. Even after severa hopping the routing tables of NO, N1, N2, N3 shows the path and

weight to N4.

RESULT:

Thus the simulation of the distance vector routing protocol to maintain routing tables as
the traffic and topology of the network changes has been verified.
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EX.NO:10

DATE:

IMPLEMENTATION OF LINK STATE ROUTING ALGORITHM

To simulate the link state routing protocol to maintain routing tables as the traffic and topology

of the network change by using LAN-T Software.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software.
* 2 Computers with Windows XP and Ethernet port available on them.
¢ RJ-45 to RJ-45 LAN connecting cables.

PROCEDURE:

1. Double click on LAN-T Routing Simulator icon from the desktop.

2. Click button and browse open C:\L antrain\Config\ linear.txt.

Open @

Laak jn: |._'|_ Config LI & £ Ef-

[T

r;j mesh, bxk

File name: ~ [linear bt Open

Files of bype: ‘Te:-:t Files [* bat] ﬂ Cancel
| Open as read-only
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3. Click configure button and select link state algorithm.

Routing Simulator

Select Simulation Algonthm

—Alogrithms
" Distance “Yector

4. Click on the nodes to obtain the routing table.
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5. Click the single step button to update the routing table and routing table of entire nodes
gets updated after a single hopping.
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Count to Infinity problem:

6. Click on the green colour line lying between N3 and N4.
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7. Enter forward and reverse weights as -1 to disconnect N4 from the other nodes.

Routing Simulator

Fed ‘gt
Edge Between Mode 3 -------------> Node 4

Edge Details

Forward "Weight : |.1
Reverse Weight : |-1

0K Cancel |

8. Observe the routing table. The values are not changed as it’s not updated.

9. Click the single step button.

10. Now you could see the routing table for each nodes been updated.
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MODEL OUTPUT:

I | ink State Routing
Editor

Find|

rheDeG
>A>E>D 26
Ex+a:D20G

A T R
MY EOoomE=m

[

The pathis: G <-D <-E <-F

The distance is: 3

You should click on any two objects to find the path

RESULT:

Thus the simulate the link state routing protocol to maintain routing tables as the traffic
and topology of the network changes has been verified.
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EX.NO:11

DATE:

IMPLEMENTATION AND STUDY THE PERFORMANCE OF NETWORK WITH
CSMA /CA PROTOCOL

To Implement the CSMA/CA protocol for packet communication between a number of nodes
connected to a common bus using LAN-T Software.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software.
* 2 Computers with Windows XP and Ethernet port available on them.
¢ RJ-45 to RJ-45 LAN connecting cables.

PROCEDURE:

1. Click on the MAC Experiment icon twice from the desktop on both PC’s.
2. Click the Configuration button in the window in both the PC’s.
PC SERVER 1

Lonhgurasias ¥orw

Mokl [ =] pussen . = Megeld 1 =] Dusien 1m ;

Pabcd  [EM  =Padwilegh [0 po || Aoosd  F5e =|Pedsibegh G000 pas

BecdPae |0 =] ey Packis Gl |4 oz BedAals B w| (uwPackoiDely 0

Buabddwm [0 HoofPackes [ Bavedddin | Mo pf okt 11

e = A I Moo Nodes 3 Wpdew 0

Feibods - [HWOH_PROMEOCES MODE -] AaMads  OR_PAOMIGCOUE MODE =]

1402 Mot |a|_r,-:||u|:'rnu-1-;u1 =1 LT W e HLOCERG TRAHSHIT _-|

mwmhmnme TOFEH FELEASE =] R e IMMEDLATE TOWEM RELESSE -

Dheckm  [Gweds =) Diatorr  Farcut »)

Bl il Plarwa [\ st v B Lt L wms T Boch Pl Mg 1 e B Lty 1 2 ]
T Cance o™ Canced
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PC SERVER2

Configuratios Vi
Mo [0 =] Dissien ho. & Hodeld [ | [ursin 0
Prticd (W eiPadwilegh [0 b Piokpoal Cohle = |Palellengh 51000 e
Rodfde (B x| iim Paket Dy [0 e BurdAals B =] [ Packot Dukey 100 v
Huza feddrum l_ Heind Fakaii |1_ Batedrden | Ry o Paoiosts 1
Moo (8 Weddem [0 Hoof Modar 13 IET ]
Fehiccs' - [NOH_PROMBCCAS NODE - Rabods ORI FRDMECTUS MOCE =
1AWy [BLOCIING TREAEMT - OO heds  ELODERG TRAHENIT =]
Lo e PVEURTE TOEFELEASE ] Tohatt - FVNEGASTE TOREW RELEASE |
Daechm [y =) Deactorr  Farch  »]
B Pl b 0ty Bt L a1 Byt P M 1) o B il 3 i)

[ | Lol o ol

SETTING THE CONFIGURATION MENU:

PC1 PC 2
Node D 0 on config menu 1 and Node ID 0 on config menu 1 and
1 on config menu 2 1 on config menu 2
Protocol ALOHA Protocol CSMA/CD
Baud Rate 8Kbps (At both the config Baud Rate 8Kbps (At both the config
menu and NEU) menu and NEU)
Duration 100s Duration 100s
Packet Length 100 bytes Packet Length 100 bytes
Bit Delay O(at NEU) Bit Delay O(at NEU)
Direction Sender Direction Receiver
My address 1 My address 2 on configmenu 1 and 3 on
config menu 2

3. Click OK button and Download the driver to the NIU using the BOOT button command.
Booting from any one of the applications is enough.

4. Run the experiment by clicking button or by choosing RUN Start from each application.

5. View the statistics window for results. To view the statistics window click on button. Only

Tx packets and collision count are taken into account for MAC calculation
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Mode O CSMA - Sender Stalistics

f—
G
T 2
CRCEms 0 MissedRuPackets[¥3

Swe | Fesae | Rewwsh | [ ok ]

TiPackets 1498 A Packets

Tz Bubes IdE?"IE Frame Emars
T &hested Iﬂ

FuButez
Tu G Length IU

Mede,1 CSMA - Sender Statistics

PC SERVER 1
NIJdP.OCSMﬂ; - Sender Statistics Node 1 C3MA - Sender Statistics 5]

T Packets 461 Fix Packets 451 Ty Pacesls |49€ R Fackes 451

T# Bytes |4?I322 Frame Emors EB Tz Btes I48 15 Frarre Errors p 2

T % Aborted | 0 Txdooted I C _

Fiu Bytes EilFiI'II'I? R Butes ElEUEE

Tx @ Length |U Tx 0 Length |E

Callisions |3 Fix Q Length E3 Collisions |5 R G Length E3

LHL Emors |EI Mizzed Rx Packets E‘Hf' CRC Enuis |_IZ—' Msz=d Rx Pan::knalsi447

Save I Freeze | Refresh I 0K I Save I Freeze l Refr=zh ‘ | 0k |

PC SERVER 2

|45ﬂ .
Ewm
Colisans ]'10— P Length |3

ERC Emors lui Miszed Ax P:-:hm|445

TuPackets |999 Fin Packets

Tu Bybas -1'15313 Frame Erars
T Abeled iﬂ' o

W iyples
Tu i Length 1!]

Save |  Fressa | Rafiezh | ok, I

6. Note down the readings once the experiment is compl eted.
7. Repesat the above steps for various values of ta
8. Calculate the Practical offered load from the below given formula and plot the graph
between the practical Offered |load and Throughput.
9. Repeat the experiments for various values of Packet length, Node, Data rate and Bit delay.
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Calculation of generated load :

Equation:

G isthe generated load in the network.

N isthe number of transmitting nodes. For example, 4 nodes (using 2 computers)
P isthe packet length expressed in bits; say 100 bytes (800 bits).

C isthe datarate normally set as 8kbs, which is selected in the NEU.

taistheinter packet delay expressed in seconds; the timeinterval between two consecutive
packets generated.

Calculation of Throughput (X) from the obtained readings:

Successfully transmitted packet by a node = Tx Packets - Collision Count

(Sum of Successfully Tx packet in all the nodes* Packet Length * 8)

(Duration of Experiment * Datara

Calculation of Theoretical Throughput:

G(1+G+aG(1+G+aG/2))e-G(1+2a)

G (1+2a)-(1-e-aG)+(1+aG)e-G(1+a)

a= (end to end bit delay in bits) / (Packet length in bits) = (bit delay*N) / (P)
Calculation of Offered load:

(Sum of Tx packetsin all the nodes* Packet Length * 8)

(Duration of Experiment * Data rate)
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MODEL GRAPH:

Offered Load Vs Throughput

b
s
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|
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/ ——% - Theoretical

0 05 1 15 2 25
Offered Load (G}

Throughput (X)
= = = o D
b W B M D
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MODEL TABULATION:

For bit delay =1

G - Practical Theoretical

IPD Tx1 Tx 2 Tx 3 Tx 4 Offered L oad X =Throughput Throughput

RESULT :
Thus the Implementation of the CSMA/CA protocol for packet communication between

anumbers of nodes connected to a common bus data has been verified.

VVIT DEPARTMENT OF ELECTRONICS AND COMMUNICATION ENGINEERING



EC6611 COMPUTER NETWORKSLAB

EX.NO:12

DATE:

IMPLEMENTATION AND STUDY THE PERFORMANCE OF NETWORK WITH
CSMA/CD PROTOCOLS

To Implement the CSMA/CD protocol for packet communication between a number of nodes
Connected to acommon bus using LANT-T software.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T Software.
* 2 Computers with Windows XP and Ethernet port available on them.
¢ RJ-45 to RJ-45 LAN connecting cables.

PROCEDURE:

1. Click onthe MAC Experiment icon twice from the desktop on both PC’s.

2. Click the Configuration button in the window in both the PC’s.

3. Click OK button and Download the driver to the NIU using the BOOT button command.
Booting from any one of the applications is enough.

4. Run the experiment by clicking button or by choosing RUN _ start from each application.

5. View the statistics window for results. To view the statistics window click on button.
only Tx packets and successfully transmitted packets are taken into account for CSMA/CD
calculation.

6. Note down the readings once the experiment is compl eted.

7. Repeat the above steps for various values of ta.

8. Calculate the Practical offered load from the below given formula and plot the graph
between the practical Offered load and Throughput.

9. Repeat the experiment for various values of Packet length, Node and Data rate.
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SETTING THE CONFIGURATION MENU:

PC1 PC2
Node ID 0 on config menu 1 and Node ID 0 on config menu 1 and
1 on config menu 2 1 on config menu 2
Protocol CSMA/CD Protocol CSMA/CD
Baud Rate 8Kbps (At both the config Baud Rate 8Kbps (At both the config
menu and NEU) menu and NEU)
Duration 100s Duration 100s
Packet Length 100 bytes Packet Length 100 bytes
Bit Delay O(at NEU) Bit Delay O(at NEU)
Direction Sender Direction Receiver
No of packets 4 No of packets 4

Calculation of Throughput for CSMA/CD protocol:

Equation:

G isthe generated load in the network.
N isthe number of transmitting nodes. For example, 4 nodes (using 2 computers)

P isthe packet length expressed in bits; say 100 bytes (800 bits

C isthe datarate normally set as 8kbs, which is selected in the NEU.

taistheinter packet delay expressed in seconds; the time interval between two consecutive
Packets generated

Calculation of Throughput (X) from the obtained readings:

Successfully transmitted packet by a node = Tx Packets - Collision Count

(Sum of Successfully Tx packet in all the nodes* Packet Length * 8)

(Duration of Experiment * Data rate)

Calculation of Offered load:

(Sum of Offered load count in all the nodes* Packet Length * 8)

(Duration of Experiment * Data rate)
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MODEL GRAPH :

Offered Load Vs Throughput

0.5 - Throughpet

Throughpt (X)

D 1 T 1 1 ) 1 1 1 1
o 1 2 3 A 5 8 F I3 9
Cffered Load (G)

MODEL TABULATION:

IPD | Tx1 Tx 2 Tx 3 Tx 4 | G—Practical X -Throughput Theoretical
Offered Load Throughput

RESULT:

Thus the Implementation of the CSMA/CD protocol for packet communication between a
numbers of Nodes connected to a common bus has been verified.
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EX.NO:13

DATE:

IMPLEMENTATION OF DATA ENCRYPTION AND DECRYPTION

To implement the Encryption and Decryption of afile using RC4 agorithm.

APPARATUS REQUIERD:

Java JDK 5.0.
Personal computer.

PROCEDURE:

[nitial Setup:
1. Install Java JDK 5.0.

2. Browse C:\Lantrain\DataSecurity.
3. Copy the RC4 folder and three class files (Connect, RC4Client, and Server)
and paste it into the Javaljdk1.5\bin folder in both the server and client PC’s.

Setting up the Server:

1. Open the command prompt window (Start _Run _ type cmd).
2. Browse the java bin folder.
3. Typejava Server to run the server.

Encrypting afile:

1. Open command prompt in the client side.

2. Browse the java bin folder.

3. Type java RCAClient.

4. Enter the IP address of the server.

5. Enter the mode of operation.

6. Enter the Encryption key not more than 5 characters.

7. Enter the path name of the file to be encrypted. (For e.g.: c:\\abc.txt)

8. Type YES if you like to close the session or type NO if you like to continue decrypting the
Cipher text.
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9. Theencrypted text isavailablein c:\output.tx .Try to re-arrange the cipher text using any
crypt-analysis tool
Decrypting the Cipher text file:

1. Enter the mode of operation as DEC for decrypting the cipher text.
2. Enter the Decryption keys same as used for Encryption.
3. Enter the full path name of the file to be decrypted. (i.e., c:\\output.txt)
4. Find out the decrypted file in c:\\output.txt.
SETTING UPTHE SERVER:

t C:\WINNT\ system32\ cmd.exe - java Satver

{icrosoft Windows 2088 [Uersion 5.80.2195]
G> Cupyriyht 1385-2000 Micrusufl Curp.

\Jed progeam Filee\Javahjdki.5.B_B8\hin

‘\Progran Files\Java\jdki.5.8 @8\hin)java Sepver

Berver is listening on port 3702,

laiting for connections
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MODEL OUT PUTS OF ENCRYPTION:

VVIT

YWINNT  system32'cmd.exe - java RC4Client

Microsoft Windows 2008 [Uersion 5.08.2195]
(C» Copyright 1985-2888 Microsoft Corp.

C:~>cd Program Files>Javasjdkl.5.8_88-bin
C:“Program Files“\Java:sjdkl.5.8_@A8“bin>java RC4Client

Enter the Server IP address

192.168.8.12

Enter the mode of Operation <ENCIDEC>

ENC

Enter the key not more than 5 characters to Encrypt Decrypt:
123

The key that vou’ve entered is = 123

Enter the Path of file to be Encrypted / Decrypted :
C = ““\PEC .CSV

The Parameters were sent to the Server?

The Output file has heen Received!

Would you like to close the current session <YES INOD
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MODEL OUTPUT OF DECRYPTION:

icrosoft Windows 2080 [Uersion 5.80.21951
C> Copyright 1985-2888 Microsoft GCorp.

:n>cd Program FilessJavasjdkl.5.8_88s\hin

= “\Program Files“Java:jdki.5.8_@A8\hin>java RC4Client

Enter the Server IP address
92.168.0.12

nter the mode of Operation <{ENCIDEC> :
EC

inter the key not more than 5 characters to Encrypt-/Decrypt:
23

he key that you'’ve entered is : 123

=

inter the Path of file to be Encrypted / Decrypted :
cesNNoutput . txt

he Parameters were sent to the Servepr?t
he OQutput file has been Received?

Jould you like to close the current session (YES INOD

RESULT:

Thus the data encryption and decryption file using RC4 algorithm was studied and verified.
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EX.NO:14

DATE:

STUDY OF NETWORK SIMULATOR (NS).AND SIMULATION OF CONGESTION
CONTROL ALGORITHMSUSING NS

To Study of Network simulator (NS) and Simulation of Congestion Control Algorithms
using NS Toal.

NET WORK SIMULATOR (NS2)
Nsoverview
” Nsprogramming: A Quick start
> Casestudy I: A simple Wireless network
” Casestudy Il: Create anew agent in Ns
Ns overview
~  Ns Status
~  Periodical release (ns-2.26, Feb 2003)
~  Platform support
”  FreeBSD, Linux, Solaris, Windows and Mac

Nsfunctionalities
Routing, Transportation, Traffic sources, queuing
disciplines, QoS
Wireless
Ad haoc routing, mobile IP, sensor-MAC
Tracing, visualization and various utilities
NS (Network Simulators)

Most of the commercial simulators are GUI driven, while some network simulators are CLI
driven. The network model / configuration describe the state of the network (nodes, routers, switches,
and links) and the events (data transmissions, packet error etc.). An important output of simulations is
the trace files. Trace files log every packet, every event that occurred in the simulation and are used for
analysis. Network simulators can aso provide other tools to facilitate visual anaysis of trends and
potential trouble spots.

Most network simulators use discrete event ssimulation, in which a list of pending "events' is
stored, and those events are processed in order, with some events triggering future events such as the
event of the arrival of a packet at one node triggering the event of the arrival of that packet at a
downstream node.

Simulation of networks is a very complex task. For example, if congestion is high, then
estimation of the average occupancy is challenging because of high variance. To estimate the likelihood
of a buffer overflow in a network, the time required for an accurate answer can be extremely large.
Specialized techniques such as "control varieties' and "importance sampling” have been developed to
speed simulation.
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Examples of network simulators

There are many both free/open-source and proprietary network simulators. Examples of
notable network simulation software are, ordered after how often they are mentioned in research
papers:

1. ns(open source)
2. OPNET (proprietary software)
3. NetSim (proprietary software)

Uses of network simulators

Network simulators serve a variety of needs. Compared to the cost and time involved in setting
up an entire test bed containing multiple networked computers, routers and data links, network
simulators are relatively fast and inexpensive. They allow engineers, researchers to test scenarios that
might be particularly difficult or expensive to emulate using real hardware - for instance, smulating a
scenario with several nodes or experimenting with a new protocol in the network. Network simulators
are particularly useful in allowing researchers to test new networking protocols or changes to existing
protocols in a controlled and reproducible environment. A typical network simulator encompasses a
wide range of networking technologies and can help the users to build complex networks from basic
building blocks such as a variety of nodes and links. With the help of simulators, one can design
hierarchical networks using various types of nodes like computers, hubs, bridges, routers, switches,
links, mobile units etc.

Various types of Wide Area Network (WAN) technologies like TCP, ATM, IP etc. and Local
Area Network (LAN) technologies like Ethernet, token rings etc., can al be simulated with a typical
simulator and the user can test, analyze various standard results apart from devising some novel
protocol or strategy for routing etc. Network simulators are also widely used to smulate battlefield
networks in Network-centric warfare

There are a wide variety of network simulators, ranging from the very simple to the very
complex. Minimaly, a network simulator must enable a user to represent a network topology,
specifying the nodes on the network, the links between those nodes and the traffic between the nodes.
More complicated systems may allow the user to specify everything about the protocols used to handle
traffic in a network. Graphical applications alow users to easily visualize the workings of their
simulated environment. Text-based applications may provide a less intuitive interface, but may permit
more advanced forms of customization.

Packet loss

Occurs when one or more packets of data travelling across a computer network fail to reach
their destination. Packet |oss is distinguished as one of the three main error types encountered in digital
communications; the other two being bit error and spurious packets caused due to noise.

Packets can be lost in a network because they may be dropped when a queue in the network
node overflows. The amount of packet loss during the steady state is another important property of a
congestion control scheme. The larger the value of packet loss, the more difficult it isfor transport layer
protocols to maintain high bandwidths, the sensitivity to loss of individual packets, as well as to
frequency and patterns of loss among longer packet sequences is strongly dependent on the application
itself.
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Throughput

This is the main performance measure characteristic, and most widely used. In communication
networks, such as Ethernet or packet radio, throughput or network throughput is the average rate of
successful message delivery over a communication channel. The throughput is usually measured in bits
per second (bit/s mbps), and sometimes in data packets per second or data packets per time slot This
measure how soon the receiver is able to get a certain amount of data send by the sender. It is
determined as the ratio of the total data received to the end to end delay. Throughput is an important
factor which directly impacts the network performance

Delay

Delay is the time elapsed while a packet travels from one point e.g., source premise or network
ingress to destination premise or network degrees. The larger the value of delay, the more difficult it is
for transport layer protocols to maintain high band widths. We will calculate end to end delay

Queue Length

A queuing system in networks can be described as packets arriving for service, waiting for service
if it is not immediate, and if having waited for service, leaving the system after being served. Thus
gueue length is very important characteristic to determine that how well the active queue management
of the congestion control algorithm has been working.

RESULT:

Thus the study of Network simulator (NS2) has discussed and studied.
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EX.NO: 15

DATE:

NETWORK TOPOLOGY - TOKEN BUS

AlM:

To implement the network topology by token passing access in token bus LAN using LAN-T Software.

APPARATUS REQUIERD:

¢ LTS-01 trainer kit and LAN-T software.

» 2 Computers with Windows XP and Ethernet port available on them.

* RJ-45 to RJ-45 LAN connecting cables.

PROCEDURE!

1. Click on the Token Bus icon twice from the desktop.

2. Click the Configuration button in the window in both the PC’s.

PC1

&L STOPPED

- [2]x]

&L STOPPED

File Configure  Run Skakistics Book  Help

AEE

. ®| 5 ¢

| ||| T[Sl

lo|=] e

Tnken Generated by Node 0
Token Grabbed
Token Grabbed

Successfully Txed = 84
Avg Delay = 33337

Node 0 ALOHA - Sender Statistics.

Save Freeze | Refresh |

Tx Packets iB? Rx Packets

Tx Bytes iBEDd Frame Errors

Tx &borted ID

T= 0 Length [ﬁ— ke

Collisions iﬂi A

CRC Emars !-D— Mizsed Rx Packelsin

(Token Grabbed
(Token Grabbed

Token Grabbed

|Successfully Txed = 168
|Avg Delay = 22743

Node 1 ALOHA - Sender Statistics x|
Tx Packets |-I 1 R Packets IE31
Tu Bytes |1 Tl Frarne Ermars IIJ
T Aborted |D
Ri= Bytes |E3E‘12
T= O Length !D
Colisions [0 AulLength [0
CRC Errors IDi Mizzed Rx Packetsln—
Save | Freeze I Refresh I Ok I
|Nane 2 |Ready

fiore 7
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SETTING THE CONFIGURATION MENU:

PC1 PC2
Node D 0 on config menu 1 and Node D 0 on config menu 1 and
1 on config menu 2 1 on config menu 2
Protocol ALOHA Protocol ALOHA
Baud Rate 8Kbps (At both the config Baud Rate 8Kbps (At both the config
menu and NEU) menu and NEU)
Duration 100s Duration 100s
Packet Length 100 bytes Packet Length 100 bytes
Bit Delay O(at NEU) Bit Delay O(at NEU)
Direction Sender Direction Sender

Note: All the nodes have to be configured as ‘Senders’. Set the topology as ‘Bus’.

*CSMA/CA application is built on Aloha shell script and hence we select protocol as Aloha.

3. Click OK button and Download the driver to the NIU using the BOOT button command.

Booting from any one of the applicationsis enough.

4. Run the experiment by clicking button or by choosing RUN start from each application.

Run the all the experiments at the same time.

5. Enter the THT time in all nodes and press the OK button first in the node, which has

the lowest Priority of my Address.
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PC SERVER 2

&L STOPPED

BEIES

File Configure Rur Stabistics Boot  Help

File Configure Run  Stabishcs Boot Help

ErEEEROEE]

3@ [Glw] %] =

Token Generated
Token Generated
Token Generated

Successfully Txed = 166
Avg delay = 35156

MNode 0 ALOHA - Sender Statistics

7]

Token Generated
Token Generated
Token Generated

Successfully Txed = 373
Avg delay = 68756

Mode 1 ALOHA - Sender Statistics

TsPackets [163 Fix Packetz B33 Ti Packets [375 R Packets
T Bytes I-I B3E8 Frame Errorz |D T Bytes |SBD?D Frame Ermars
Ty Aborted |':| Tx &borted |U
Fx Bytes |E3854 R Butes
Tw 0 Length |U Tw [ Length |D
Colisors [0 FxdLengh [0 Colisons |1 Fix @ Length
CRC Errors ||:| Mizsed Fix F‘acketle CRC Errors |D Mizzed By Packets
Save i Freeze | Refresh i Ok | Save | Freeze | Refresh |
Ry Mare || [ReSEy

|NDHE 4

6. Set the Token Holding Time (THT) (say 2000 ms).

7. View the statistics window for results. To view the statistics window, click run button.

8. Note down the readings once the experiment is compl eted.

9. Repesat the above steps for various values of ta

10. Calculate the Practical offered load from the below given formula and plot the graph

between the Practical Offered load and Throughpuit.

11. Repeat the experiment for various values of Packet length, Node, Data rate.

12. Repeat the above steps, while running the experiment set the BER to 102 or

try to stop one of the nodes and observe the behavior and explain the same.
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Calculation of the gener ated load:

G isthe generated load in the network.

N isthe number of transmitting nodes. For example, 4 nodes (using 2 computers)
P isthe packet length expressed in bits; say 100 bytes (800 bits).

C isthe datarate normally set as 8kbs, which is selected in the NEU.

taistheinter packet delay expressed in seconds;.

Calculation of Throughput (X) from the obtained readings:

(Sum of Tx packet in all the nodes * Packet Length * 8)

(Duration of Experiment * Data rate)

Calculation of the Offered load:

G - Offered load

N — Number of nodes

P — Packet length in bits

C - Dataratein bits/sec

ta— Inter packet delay in millisecs.
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MODEL GRAPH:
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MODEL TABULATION:

G - Offered X - Avg Delay

IPD Tx1 Tx 2 Tx3 Tx4 L oad Throughput

RESULT:
Thus the implementation of the token passing access in token bus-lan has been calculated and

verified.
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EX.NO: 16

DATE:

NETWORK TOPOLOGY - TOKEN RING

AlM:

To implement the token passing access in Token Ring by using LAN-T software.

APPARATUS REQUIERD:

* LTS-01 trainer kit and LAN-T software.
» 2 Computers with Windows XP and Ethernet port available on them
* RJ-45 to RJ-45 LAN connecting cables

PROCEDURE:
1. Click on the Token Ring icon twice from the desktop.

2. Click the Configuration button in the window in both the PC’s.

PC SERVER 1 PC SERVER 2

%L STOPPED I o] stoepe AEE

File Configure Fum Statistics Boot  Help File Configure FRun  Statiskics Boob Help

| =@ G| o [®] =] 2| (6| |G| 8 [®] =] 2

Token Grabbed; Token Grabbed;
Token Grabbed;
Token Grabbed; Successfully Txed = 3
Token Grabbed; Avg Delay = 5989

MNode 0 'H(NRJNG - Sender Statistics

Successfully Txed = 3
Avg Delay = 6012

3 =]
Node 0 TKNRING - Sender Statistics T Packets | i ReGels !
Tx Bytes |BDDE Frame Emors i'l
Tw Packets |3 A= Packets
T Aborted |El
=B 3006 Fix Bytes 1551 38
# Butes Frame Erars T 1
% [ Length
Tx&borted |0 i
R Butes 59133 Caollizions IEI His B Lentin 2
T= O Length |1
CRC Erars |u Missed Px Packet ]EE
Colisions [0 i LE cgs & PRI
CRCEmars |0 Mizsed Rx Packets|B5 Save i Fresze | Refresh | oK i
Save | Freeze | Refrezk | 0k I -
Piore 2 ||| |Ready |Mone 2
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SETTING THE CONFIGURATION MENU:

PC1 PC 2
Node D 0 on config menu 1 and Node D 0 on config menu 1 and
1 on config menu 2 1 on config menu 2
Protocol RING Protocol RING
Baud Rate 8Kbps (At both the config Baud Rate 8Kbps (At both the config
menu and NEU) menu and NEU)
Duration 100s Duration 100s
Packet Length 100 bytes Packet Length 100 bytes
Bit Delay O(at NEU) Bit Delay O(at NEU)
Direction Sender Direction Sender

Note: All the nodes have to be configured as ‘Senders’. Set the topology as ‘Ring’
3. Click OK button and Download the driver to the NIU using the BOOT button command. Booting

from anyone of the applicationsis enough.

4. Run the experiment by clicking button or by choosing RUN Start from each application. Run the

all the experiments at the same time.

5. View the statistics window for results. To view the statistics window, click run button.

6. Set the Token Holding Time (THT) (say 2000 ms).

7. Note down the readings once the experiment is compl eted.

PCSERVER 1 PC SERVER 2
s STOPPED
L") Lo N " m— —u +14d | &5 i - =
|| TGl 0 %] | 2| ||| G| 8 %] =] 2|
Token Grabbed;
Token Grabbed;
Token Grabbed;
Token Grabbed;
Successfully Txed = 33
Successfully Txed = 38 fvg Delay = 45421
Avg Delay = 46544
ode 0 TKNRING - Sender Statistics Node 1 TKNRING - Sender Statistics X
B i ]38 R Packets Tx Packets 133 Fix Packets ]41
Tx Bytes 1380?5 Frame Errars T# Bytes 133088 Frame Errors ID
Tx Aborted IU Tx Aborted ’D IW
R= Bytes 133055 R Bytes
Tx O Length {0 T« O Length 10
Collisions i] Fix @ Length 13 Collisions 10 Rx O Length 13
CRCEnars |0 Missed Fix Packets‘zs BT 10 Missed Rix F'ackets]3? =
| AR | In
Save | Freeze | Refresh | Ok | e e J Fe ‘ frelosh I gk —
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8. Repeat the above steps for various values of ta

9. Cdlculate the Practical offered load from the below given formula and plot the graph
between the practical Offered load and Throughput.
10. Repeat the experiment for various values of Packet length, Node, Data rate.
11. Repeat the above steps, while running the experiment set the BER to 107 or
try to stop one of the nodes and observe the behavior and explain the same.

Calculation of the gener ated load:

G isthe generated load in the network.
N isthe number of transmitting nodes. For example, 4 nodes (using 2 computers)
P isthe packet length expressed in bits; say 100 bytes (800 bits).

C isthe datarate normally set as 8kbs, which is selected in the NEU.

ta istheinter packet delay expressed in seconds; the time interval between two consecutive packets

generated.

Calculation of Throughput (X) from the obtained readings:

(Sum of Tx packet in all the nodes* Packet Length * 8)

(Duration of Experiment * Data rate)

Calculation of the Offered load:

G - Offered load

N — Number of nodes

P — Packet length in bits
C - Dataratein bits/sec

{4 — Inter packet delay in millisecs.
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MODEL GRAPH:
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RESULT:
Thusthe implementation of the token passing access in Token ring has been calculated and
verified.
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EX.NO: 17

DATE:

IMPLEMENTATION OF HIGH LEVEL DATA LINK CONTROL

>

To write ac program to implement adata link control for bit stuffing method by using C-editor.

APPARATUS REQUIERD:

C -editor
Standal one desktop.

PROCEDURE:

Start the program.

Open C-editor.

Type the C program.

Save the program with file name ext .c.

Run the program.

If any error occurs in the program correct the error and again run the program.
Enter the data of message hit.

Check the entered data.

© 0o N o ok~ W DB

Stop the program.
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PROGRAM FOR DATA LINK CONTROL.:

#i ncl ude<st di 0. h>

#i ncl ude<coni 0. h>
voi d charc(void);
voi d mai n()

{

i nt choice;
whil e(1)

{

printf("\n\n\nl. character stuffing");
printf("\n\n2.exit");

printf("\n\n\n enter choice");
scanf (" %", & choi ce);

printf("%l", choice);

i f(choi ce>2)

printf("\n\n invalid option....please renter");
swi t ch(choi ce)

{

case 1:

charc ();

br eak;

case 2:

exit(0);

}

}

}

voi d charc(voi d)

{

char c¢[50],d[50],t[50];

int i,mj;

clrscr();

printf("enter the nunber of characters\n");

scanf (" %", &) ;

printf("\n enter the characters\n");

for(i=0;i<mtl;i++)

scanf (" %", &c[i]);

}

printf("\n original data\n");

for(i=0;i<mtl;i++)
printf("%",c[i]);

d[0]="d";

di1]="1";
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d[2]="e";
d[3]="s";
di4]="t";

d[ 5] =" x";
for(i=0,j=6;i<mtl;i++, j++)
{

if((c[i]=="4d" &&c[i+1]=="1"&& c[i+2]=="¢€"))
{

dfj]="d";

j ++;

d[j]="1";

j ++;

dfj]="e";

j ++;

mEmt3;

}

dij]=cl[i];

}

MFM+6;

mt+;

dinm="d";

mt+;

dim="1";

mt+;

din="e";

mt+;

din="e";

mt+;

dim="t";

mt+;

dinm="x";

mt+;

printf("\n\n transmtted data: \n");

for(i=0;i<m i ++)

{
printf ("%",d[i]);
}
for(i=6,j=0;i<m6;i++,|++)
{
if(dli]=="d &&d[i+1]=="1"&&d[i +2] =="e' &&d[i +3] =="d' &&d[i +4] =='
&&d[ i +5] =="e")
i =i +3;
t{jl=dli];
}

printf("\n\n received data:");
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for(i=0;i<j; i++)
{printf("%", t[i]);
}

}

MODEL OUTPUT:

- — — ~— =
| B C\Turboc2\TCEXE ; B 8- e B

T —— =
enter the number of characters

enter the characters
dledleabc

original data
dledleabc

tranzmitted data:
dlestx
idledledledleabcdleetx

received data:

ldledleabc

1.character stuffing

2. exit

enter choice

RESULT:

Thus the program for implementation of adata link control for bit stuffing method is executed

and output is verified successfully.
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